Member Personal Data Protection Policy

Welcome to apply for membership with lwplay World Interactive Entertainment

Co., Ltd. (hereinafter referred to as "the Iwplay Company"). By using the following

services, you consent to exercise your legal rights electronically, which shall

have the same effect as written consent.

To safeguard members' personal data, privacy, and consumer rights, the lwplay

Company hereby informs you of the following matters in accordance with Article

8 of the Personal Data Protection Act:

1. Purposes and Methods of Data Collection

Purposes:
To facilitate customer management, membership administration,

marketing activities, and internal statistical analysis.

Methods:
Data is collected through membership registration forms, third-party
account linkages (e.g., Facebook SDK), or other third-party

functionalities.

2. Categories of Personal Data Collected

The Iwplay Company may collect the following data based on service

requirements:

1.

2.

Personal identifiers: Name, address, phone number, email.

Government-issued identifiers: National ID number (for local users) or

passport number (for overseas users).
Demographic data: Gender, date of birth.
Device identifiers (e.g., device ID).

Device attributes: Model, screen size, CPU, storage capacity, SDK/OS

versions, installed applications.



6. Network information: Internet service provider, language, time zone, IP

address.

7. Advertising data: Impressions, clicks, ad placements, visibility metrics.

3. Data Usage Scope
1. Duration: Throughout the Iwplay Company’s operational period.
2. Region: Limited to Southeast Asia Region.
3. Recipients and Purposes:
o Logistics partners: For product delivery.

o Marketing: Promote the lwplay Company’s or partners’ products

via email, phone, or mail.

o Contract fulfillment: Execute obligations under agreements with

members.

4. Member Rights Over Personal Data

Members may exercise the following rights under the Personal Data Protection

Act:
1. Inquire or request access to data.
2. Request a copy of data.
3. Request correction or supplementation.
4. Request cessation of collection, processing, or use.
5. Requestdeletion.

To exercise these rights, contact the lwplay Company’s customer service. The

Iwplay Company may require identity verification and/or charge a processing fee

depending on request complexity.



5. Security Measures

The Iwplay Company implements reasonable technical and organizational
safeguards to prevent unauthorized access, disclosure, alteration, or

destruction of personal data.

6. User Responsibilities
¢ Ensure the accuracy of provided data.

e Keep account credentials confidential. Log out after using shared or

public devices.

7. Policy Updates

The lwplay Company reserves the right to revise this policy. Members will be
notified of significant changes via email or website announcements. The latest

version will remain posted on the lwplay Company’s website or within games.

Privacy Statement
Key Notes for Website Users

1. Voluntary Data Submission:
Personal data (e.g., name, email) is only collected when explicitly
requested (e.g., membership registration, newsletter subscriptions).

Users may opt out of marketing communications.

2. Data Usage Restrictions:
Collected data is used solely for stated purposes and never shared with

third parties without consent, unless required by law.

3. Cookie Usage:
Cookies may store preferences (e.g., passwords) but do not contain
personally identifiable information. Users may disable cookies via

browser settings.



4. Device Permissions:

o Certain services (e.g., AR features) require permissions for
camera, microphone, or photo access. Users may revoke

permissions at any time via device settings.
o AR Functionality:

» Uses device APIs (e.g., TrueDepth API) to map facial

expressions to in-game characters.

» No biometric data (e.g., Face ID) is stored or shared. All

data is deleted immediately after processing.

5. External Links:
Third-party websites linked from the Iwplay Company’s platforms are not

governed by this policy.

6. Data Access Controls:
Only authorized personnel requiring data for service provision may

access personal information.

Effective Date: [Insert Date]
Contact: For inquiries, reach out to the lwplay Company’s customer service

team.

This translation maintains the original structure and legal intent while adapting
terminology to align with international privacy standards. Adjustments may be

needed for specific regional legal requirements.



